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1. What does IoT stand for?

a) Internet of Technology

b) Internet of Things

c) Internet of Transactions

d) International Organization of Telecommunication

Answer: b) Internet of Things

Explanation: loT stands for Internet of Things, which refers to the network of physical objects
embedded with sensors, software, and other technologies to connect and exchange data with
other devices and systems over the internet.

2. Which of the following is not a component of 10T?

a) Sensors and actuators
b) Cloud computing

c) Power supply

d) Centralized control unit

Answer: d) Centralized control unit

Explanation: While centralized control units can be part of loT systems, they are not a
fundamental component. Instead, loT systems typically consist of sensors and actuators for
data collection, cloud computing for data processing and storage, and power supply for
energy.

3. Which architecture emphasizes breaking down loT systems into modular and reusable
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services?

a) Service-Oriented Architecture (SOA)
b) Client-Server Architecture

c) Peer-to-Peer Architecture

d) Monolithic Architecture

Answer: a) Service-Oriented Architecture (SOA)

Explanation: SOA is an architectural approach that structures software as a collection of
loosely coupled, interoperable services. In 10T, SOA allows for flexible and scalable systems
by breaking down functionality into services that can be reused across different applications.

4. Which standard is commonly associated with low-power, low-rate wireless personal area
networks (WPANs)?

a) IEEE 802.11
b) IEEE 802.15.4
c) IEEE 802.3

d) IEEE 802.16

Answer: b) IEEE 802.15.4

Explanation: IEEE 802.15.4 is a standard for low-power, low-rate wireless personal area
networks (WPANSs). It defines the physical and MAC layers for low-cost, low-power wireless
communication among devices.

5. Which protocol is designed specifically for IPv6 communication over low-power, low-
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bandwidth loT networks?

a) ZigBee
b) 6LoWPAN
c) MQTT

d) CoAP

Answer: b) 6LoWPAN

Explanation: 6LOWPAN (IPv6 over Low-Power Wireless Personal Area Networks) is a protocol
designed to enable IPv6 communication over low-power, low-bandwidth IoT networks. It
allows devices with limited resources to connect to the internet using IPv6.

6. Which of the following is a type of ZigBee network topology?
a) Star

b) Ring

c) Mesh

d) Bus

Answer: c) Mesh

Explanation: ZigBee supports various network topologies, including star, mesh, and cluster
tree. Among these, mesh topology is particularly common in ZigBee networks, allowing for
robust and self-healing networks where each device can communicate with multiple
neighbors.

7. What is the primary working principle of RFID technology?
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a) Magnetic induction

b) Radio frequency identification
¢) Infrared transmission

d) Ultrasonic waves

Answer: b) Radio frequency identification

Explanation: RFID technology works based on radio frequency identification. It involves the
use of tags (containing electronically stored information) and readers to wirelessly transmit
data for the purpose of identification and tracking.

8. Which of the following is NOT an application of RFID technology?

a) Supply chain management
b) Contactless payment

¢) Traffic management

d) Wi-Fi networking

Answer: d) Wi-Fi networking

Explanation: RFID technology is not typically used for Wi-Fi networking. Instead, it is
commonly employed in applications such as supply chain management, contactless payment
systems, and traffic management.

9. NFC (Near Field Communication) is most commonly used for:

a) Long-range wireless communication
b) High-bandwidth data transfer
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c) Contactless transactions
d) Satellite communication

Answer: c) Contactless transactions

Explanation: NFC (Near Field Communication) is a short-range wireless communication
technology commonly used for contactless transactions, such as mobile payments and
ticketing.

10. Which wireless technology is commonly used for short-range communication between
smartphones, tablets, and other devices?

a) Wi-Fi

b) NFC

c) Bluetooth
d) ZigBee

Answer: c) Bluetooth

Explanation: Bluetooth is a wireless technology commonly used for short-range
communication between smartphones, tablets, and other devices. It enables data exchange
over short distances and is widely used for purposes such as file sharing, audio streaming,
and device pairing.

11. Which of the following is NOT a challenge associated with loT implementation?

a) Security and privacy concerns
b) Interoperability issues
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) Limited power consumption
d) Scalability challenges

Answer: c) Limited power consumption

Explanation: While power consumption is a consideration in loT device design, it is not
typically considered a challenge associated with IoT implementation. Instead, challenges
often include security and privacy concerns, interoperability issues, and scalability
challenges.

12. What is a Wireless Sensor Network (WSN) commonly used for?

a) Long-range communication
b) Real-time monitoring

¢) High-bandwidth data transfer
d) Satellite communication

Answer: b) Real-time monitoring

Explanation: Wireless Sensor Networks (WSNs) are commonly used for real-time monitoring
of physical environments, such as temperature, humidity, and environmental conditions.
They consist of distributed sensors that wirelessly communicate with each other to collect
and transmit data.

13. Which of the following is NOT a type of ZigBee device?

a) Coordinator
b) Router
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c) End device
d) Transponder

Answer: d) Transponder

Explanation: While ZigBee networks may involve devices with various roles such as
coordinator, router, and end device, “transponder” is not a commonly recognized type of
ZigBee device.

14. What is the range of NFC (Near Field Communication) typically limited to?

a) Several kilometers

b) Several hundred meters
c) Several tens of meters
d) Within a few centimeters

Answer: d) Within a few centimeters

Explanation: NFC (Near Field Communication) typically operates within a very short range,
typically within a few centimeters. This short range ensures secure communication for
applications such as contactless payments and access control.

15. Which protocol is commonly used for low-power, short-range communication between loT
devices?

a) Wi-Fi

b) Bluetooth
) ZigBee
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d) NFC

Answer: b) Bluetooth

Explanation: Bluetooth is commonly used for low-power, short-range communication between
loT devices. It offers a good balance between power consumption and data transfer rates,
making it suitable for a wide range of loT applications.

16. What is the main advantage of using 6LoOWPAN in loT networks?

a) High data transfer rates

b) Low power consumption

¢) Long-range communication
d) Large address space

Answer: b) Low power consumption

Explanation: One of the main advantages of using 6LOWPAN in IoT networks is its low power
consumption. It allows devices with limited battery life to connect to the internet and
communicate with other devices while conserving energy.

17. Which of the following is NOT a concern regarding the security of loT devices?
a) Unauthorized access
b) Data privacy

c) Device autonomy
d) Data integrity
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Answer: ¢) Device autonomy

Explanation: While device autonomy can be a consideration in loT systems, it is not typically
a primary concern regarding the security of 10T devices. Instead, concerns often include
unauthorized access, data privacy, and data integrity.

18. What is the primary purpose of RFID technology in supply chain management?

a) Real-time monitoring
b) Inventory tracking

c) Authentication

d) Payment processing

Answer: b) Inventory tracking

Explanation: RFID technology is commonly used in supply chain management for inventory
tracking. It allows businesses to monitor the movement of goods throughout the supply chain
in real-time, improving inventory management and efficiency.

19. Which technology is commonly used for asset tracking in warehouses and logistics?

a) NFC

b) Bluetooth
c) RFID

d) ZigBee

Answer: c) RFID
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Explanation: RFID (Radio Frequency Identification) technology is commonly used for asset
tracking in warehouses and logistics. It enables businesses to track the location and status of
assets in real-time, improving inventory management and efficiency.

20. In a ZigBee mesh network, what role does a router typically play?

a) Initiating communication with other devices
b) Forwarding data between devices

c) Acting as a central control unit

d) Providing power to other devices

Answer: b) Forwarding data between devices

Explanation: In a ZigBee mesh network, routers typically act as intermediate devices that
forward data between other devices in the network. They help extend the coverage area and
ensure robust communication by relaying data between devices.
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